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This paper discusses if CT1 should reverse the decision of having duplication detection of DL NAS messages and if the risk of lost DL NAS messages during inter-eNB handover is acceptable.
1.
Introduction

In CT1#50, in Sophia Antipolis, France, CT1 reached an agreement to have DL duplication detection of NAS messages. In the light of the decision taken by RAN2 and expressed in C1-080031, this paper discusses whether to keep to the CT1 decision reached in CT1#50. This paper also discuss the risk highlighted in the LS from RAN2 (C1-08—31) about the loss or non-delivery of DL NAS messages.
2.
Discussion

2.1
Recap

For many CT1 meetings – since CT1#47, see [1], [2] - the subject of duplication of DL NAS messages during intra-LTE inter-eNB handovers has been presented and discussed. These discussions were driven mainly by the considerations in RAN3 and RAN2 wherein RAN3 and RAN2 have been considering an indication mechanism over S1 to indicate non-delivery of NAS message during such inter-eNB handovers. When such a failure indication is given the DL NAS message is resent by the MME. 
Further to those discussions in CT1#47 and thereafter and feedback to RAN2 and RAN3, a further LS from RAN3 seen in CT1#50 (C1-072912/R3-072025, [3]),  informed CT1 that RAN3 has indeed made the decision of having a failure mechanism over S1 to indicate non-delivery of NAS message during intra-LTE inter-eNB handovers and asking CT1's opinion of whether it is better to have duplication avoidance or duplication detection and whether such solution should be NAS based on otherwise.
Having discussed [3] and [4] and those contributions seen by CT1, CT1 at CT1#50 decided that CT1 prefers a NAS based duplication detection to overcome likely duplication of DL NAS messages resulting from the MME resending DL NAS messages during inter-eNB handovers. CT1#50 conveyed this agreement back to RAN3, copy RAN2 in [5]. CT1#50 whilst having made the decision of having a NAS based solution for detection of duplicated DL NAS messages did not decide on what that mechanism or solution is to be.
2.2
Current status
In this CT1#51, CT1 received a RAN2 LS (C1-80031/R2-075457) where RAN2 indicates that the eNB will not send a failure indication over S1 if the message was attempted for delivery to the UE even if the eNB is not sure about the receipt of the message by the UE. As the eNB will only provide this failure indication if and only if eNB is sure the DL NAS message never got delivered the result is there will be no duplication of DL NAS messages.
However, this RAN2 decision comes with a consequence and that is there will be cases where there is a very small risk that a NAS message might not be delivered during a HO but is of the opinion that this should provide acceptable performance.    
2.3
Questions for CT1
The questions posed by RAN WGs for us now are:-
1. As a result of RAN2 decision to only send the failure indication over S1 if and only if eNB is sure DL NAS message never got delivered, does CT1 reverse the decision taken in CT1#50 about having a duplication detection mechanism and having that mechanism NAS based?

2. Is the small risk that a DL NAS message is not delivered during an Intra-LTE Inter-eNB Handover acceptable?

2.4
Analysis

For question 1, this paper puts forward that as there is no way there can be duplication of DL NAS messages it is safe for CT1 to reverse the decision at CT1#50 and go along with RAN2's view that there is no need for duplication detection.

For question 2, we should look take a look at the NAS procedures and what would happen if expected DL NAS messages never arrive at the UE. The NAS procedures that are of concern and can consider are Attach procedures, TAU procedures, Service Request procedures, Authentication procedures, SM procedures and Detach procedure.
For Attach procedure:

For the Attach procedure, the understanding is that during the attach phase until eNB activates security - and that is after eNB has got the relevant UE context - no Handover will be done. So this risk posed in question 2 does not exist for Attach procedure.
For TAU procedure:

CT1 is yet to specify the details TAU proc but we can take the existing RAU proc as a basic and from those we can see that the RAU Request is guarded by T3330 (on UE side) and RAU Accept if need be is guarded by T3350 (on NW side). So if a HO takes place and RAU Accept is not delivered to the UE, the UE on expiry of T3330 will repeat RAU Request and the RAU is repeated. The actual NAS procedure is not compromised. 
A further note is that in TAU procedures, it is likely that security has to be set and as understood from RAN2, eNB will not consider initiation of handovers until a security context is set up.
For Service Request procedure:

Again CT1 has yet to specify the Service Request procedure for SAE. There will be difference (and new requirements too) but these do not rule out using the Rel-7 Service Request procedures as a basis for discussion here. And what guards the Service Request for the UE is T3317 and the completion of the Service Request proc is either establishment of security mode or the reception of Service Accept. As eNB will not initiate handovers until security is established and that this security mode setting is in fact done at the RRC level, no harm can occur for this scenario. However if NW does uses an explicit Service Accept and if that is not delivered due to the change of eNB then T3317 will expire and the Service Request procedure will be aborted – requiring an re-initiation by the requesting application.
For Authentication procedure:

The NW initiates Authentication with a DL Authentication Request. This is guarded in the NW by T3360. Should - as a result of Inter-eNB handover - this Authentication Request is lost, the NW merely on expiry of T3360 restart the Authentication procedure. By the time T3360 (default 6secs) expires, the Inter-eNB handover would have been completed as it is expected that such Inter-eNB handovers takes in the range of 20ms. However, it must be clear that the Authentication procedure could be delayed by (max) 6 secs.
For SM procedures:
In SAE the activation of the default bearer context is done as part of the Attach procedure and as discussed above, the eNB will not be initiating handovers until such a time as the eNB has a secure context of the UE.
For dedicated bearer context activation/modifications as the signalling for these procedures are piggybacked within lower layer Radio Bearer Setup procedures, the understanding that the AS will not intertwine handover procedures within bearer setup procedures means the risk of loosing DL NAS SM messages due to inter-eNB handovers is not real.
For Detach proc:

It is only in the case of a detach without switching off that the UE waits for a Detach Accept. For this scenario, the UE runs T3321 as a guard timer. So if the Detach Accept is not received due to that DL NAS message not being delivered as a result of an Inter-eNB handover, the expiry of T3321 will only require a repeat of the Detach Request. Again here there is no real problem.
A further consideration to bear in mind is that the expected time (delay) of an Inter-eNB handover is in this order of tens of milli-seconds, in range of 20ms. Against this the NAS timers are a matter of seconds, example T3330 and T3321 are (by default) of value 15secs. The order of magnitude of the handover time compared to the NAS guard timer values further mitigates the risks that the NAS procedures will fail. It is however clear that the loss of DL NAS message could delay completing the NAS procedures as DL NAS messages might have to be repeated when NAS guard timers expires.

3.
Conclusion

We argue above that other than an explicit Service_Accept, which if lost in an Inter-eNB handover will result in aborting of the Service Request procedure requiring a re-initiation by the requesting higher layer application, the lost of other DL NAS message during inter-eNB handovers does not compromise the involved NAS procedure.

Delay in completing the NAS procedure may occur as NAS messages need to be repeated upon expiry of guard timers. Nevertheless we conclude that the risk of DL NAS messages not being delivered in Inter-eNB handover acceptable.

Along with that, due mainly to RAN2's decision on not providing failure indication over S1 unless eNB is sure the NAS message is not delivered, we also believe it is safe for CT1 to reverse its decision taken at CT1#50 on NAS duplication detection mechanism.

4.
Proposal

If the above discussion and conclusions are acceptable to CT1, it is proposed that the conclusion be minuted in CT1#51 minutes. 

If it is felt necessary, a LS can be sent to RAN2 and RAN3 conferring with RAN2's decision of not providing the failure indication over the S1 interface unless eNB is sure that the NAS DL message has not been delivered. This LS could also confirm to RAN2 and RAN3 that CT1 see the risk that NAS DL message might not get delivered and not having an indication of failure over S1 interface as an acceptable risk.
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